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1. Purpose and Objectives 
The purpose of this document is to define and implement the I-MANAGE Standard Budget System (ISBS) Risk Management Mitigation and Contingency Plan.   Project risk management includes the processes concerned with identifying, analyzing, mitigating, monitoring and controlling project risk.  Risk can be considered in a positive as well as a negative light, i.e. you may wish to maximize the results of positive events, and minimize the consequences of negative events.  
The I-MANAGE program has been “designed as a department-wide vision of systems that will integrate the department’s business processes, including planning, budgeting, finance and accounting, procurement and financial assistance, human resources, asset management, and logistics [to] improve business management decision-making and ensure accountability with an expanded performance measurement structure.”  The complex legacy environment, data issues, and variety of processes and cultures make this a formidable challenge.  Our experience shows that the challenge in this effort is less about technical integration than it is about successful change management at all levels.  The success of the I-MANAGE program depends on the ability to mitigate risk and manage change.  These change risks can be overcome with a proactive approach that includes meaningful representative participation of financial systems stakeholders from all facets of the DOE.  Technical risks regarding architecture, interfaces, data conversion, and configuration can be overcome with a sound approach to managing requirements, project control, and planning.
To capture risks, Team IBM plans to use the risk management model depicted in Figure 1.  This methodology has worked successfully on thousands of ERP implementations for both commercial and Government organizations.  This five-step approach for mitigating risks is woven throughout our program management methods and tools, and provides a low-risk I-MANAGE SBS solution against the overall program cost, schedule, and performance objectives.  The Risk Management Process five-step approach consists of:
	· Step 1 – Identify Issues and Risks. 

· Step 2 – Analyze Issues and Risks. 

· Step 3 – Plan and Act to Mitigate Risks.  
	· Step 4 – Track Actions to Mitigate Risks. 

· Step 5 – Control Risks. 
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Fig. 1 Risk Management Process

Team IBM’s Risk Management Process helps the SBS project team identify risks associated with technology, schedule, and budget.  For example, a member of the team identifies a schedule risk.  We then analyze the likelihood of the schedule causing disruption.  Next we develop a mitigation plan and enter the plan actions into our risk management software and work with the DOE to allocate resources to carry out and manage the corrective actions.  All risks are tracked by the designated risk manager and managed by the DOE program manager and Team IBM program manager.  We then track the mitigation plan progress through our monthly risks management status report and meetings.  During the control step we monitor the plans to help prevent deviations from planned risk management actions and minimize overall program risk.  

2. I-MANAGE SBS Background
The I-MANAGE Program evolved from a 1999 business case for replacement of the Department’s core financial management systems - titled “Business Management Information Systems – Financial Management” (BMIS-FM).  The business case provided the key drivers for identifying project scope, direction, configuration and design of the proposed Commercial-Off-The-Shelf (COTS) solution. The scope as defined in this document was stated as follows: “The objective of these requirements is to acquire a fully implemented, integrated computerized core financial system as part of an ERP (enterprise resource planning) solution within twenty-four months of award of the task order.” The business case was approved, and after a competitive bidding process, IBM was selected as the prime contractor. The project began in September 2000. Early on, the project was renamed to the BMIS/Phoenix Project, but the initial scope remained the same.
In Fiscal Year 2002, based on President Bush’s Management Agenda initiatives to improve financial management, integrate budget and performance, and expand electronic government, the Director of OMBE created a new vision aimed at developing an integrated corporate business management information system.  The vision was to consolidate and streamline Department-wide efforts to integrate financial, budgetary, procurement, personnel, program, and performance information. This integrated system would be supported at its core by a central data warehouse that links common data elements from each of the Department’s corporate business systems. Each manager will use the central data warehouse as a “knowledge bank” of information about portfolios, programs or projects including budget execution, accumulated costs, performance achieved, and critical milestones met. To achieve this vision, the Director of OMBE saw the need to combine, coordinate, and administer the projects for implementing the financial applications, budget formulation, procurement and contracts management, and facilities management under a single program.  As a result, the BMIS/Phoenix project was expanded and renamed to the Integrated Management Navigation (I-MANAGE) Program.  
The I-MANAGE SBS project aims to replace multiple, stand-alone budget formulation and distribution systems maintained by DOE program offices with a single DOE budget system.  The SBS Project includes the selection, configuration and deployment of a new COTS or Government-Off-The-Shelf (GOTS) software solution for budget formulation, distribution and reporting. The SBS Project will, along with the other I-MANAGE projects, follow a common implementation life-cycle, with similar policies, procedures, processes, and deliverables.   

The SBS Project formally began in July 2003.  The SBS Project Team includes approximately 20 subject matter experts representing major program and staff offices.  

During July and August, the project team interviewed or contacted 56 people throughout the organization.  Participants included representatives from all the major program offices, several field sites, and headquarters staff offices.  Contractor and Power Marketing Administration representatives were also interviewed. The SBS Team completed the Requirements Baseline completed on September 30, 2003.  The SBS Team identified 131 Requirements for budget formulation and distribution, which will be provided to potential software vendors as the “target” for their offering.

3. Roles and Responsibilities

The DOE and IBM project managers are ultimately responsible for managing project risks. They will designate a risk manager who will assign accountable risk “owners” for each identified risks. The risk manager is also responsible for identifying possible interdependencies between project organizations and tasks based upon the project risk assessments. The risk manager facilitates the risk management process that includes risk analysis, mitigation planning and monitoring. 

Project team members and client stakeholders are responsible for the identification of new risks and advising the risk manager of any changes to risk profiles. We encourage DOE management to participate in the risk management process. This is especially important as it pertains to business process change, implementation, and operations. 
The following tables details specific responsibilities for assisting in the evaluation of risk factors and events, and development of mitigating strategies to minimize or eliminate risk impacts:

	Area of Risk
	Primary Responsibility
	Secondary Responsibility

	DOE operational changes
	DOE project manager
	Team IBM project manager

	DOE organizational changes
	DOE project manager
	Team IBM project manager

	DOE system changes
	DOE project manager
	Team IBM project manager

	DOE personnel changes
	DOE project manager
	Team IBM project manager

	Project scope, schedule
	DOE project manager
	Team IBM project manager

	Project budget
	DOE project manager
	Team IBM project manager

	Project communications
	Co-CM team leads
	Project risk manager

	Project staffing
	DOE / Team IBM proj. mgrs.
	Deputy project manager

	Budget Software applications
	Co-team leads (based on module)
	Project risk manager

	System infrastructure
	Co-technical team leads
	Team IBM project manager

	Project training
	Co-training team leads
	Team IBM project manager


Table 1 Risk Responsibility
4. Risk Management Process 
ISBS will follow a proactive risk management process as depicted in Figure 1-1. 
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Fig. 1.1 ISBS Risk Management Process

The following provides a summary of each of the activities depicted in Figure 1-1.

Risk Assessment
Identify Risks: The key to successful risk management (i.e., the ability to identify and mitigate risks before they become problems) is early identification of all significant risks. In this step, we evaluate program areas for risks periodically throughout the project. During the identification step, we identify and document risks that could affect the project including their sources (such as unrealistic schedule estimates, design feasibility, security issues, etc.), categories (such as technology, environment, and design), parameters, triggering events, and date of identification. Risks will also be documented by life cycle phase. Each risk will be assigned an owner that will Assess, Monitor or track, provide recommendations and possible solutions, and take for management action or solution.   
It is the Team IBM project manager’s responsibility to ensure risk identification activities are scheduled, budgeted and planned from the inception of the project.  This will take place as a topic of discussion during the first weekly project team status meeting of each month.

· The project team will discuss any new risk factors or events, and these will be recorded within the meeting minutes for review by the Team IBM project manager.

· The project manager or the project risk manager will determine if any of the newly identified risk factors or events warrants further evaluation.  Those that do will undergo risk quantification and risk response development, as appropriate, and the action item will be opened until appropriate action has been taken.  For identified risk factors or events that don’t warrant further evaluation, the item will be closed with no further action required.

Risk identification activities will be scheduled at the end of each project phase, prior to initiating the next phase. At any time during the project, any risk factors or events should be brought to the attention of the Team IBM project manager or the project risk manager using E-mail to document the item initially.  The project manager is responsible for further action.
   For each risk factor or event, capture the following:

· Description of the risk factor or event, i.e. conflicting project or operational initiatives that place demands on project resources, design errors or omissions, missing skills or experience.  

· Description of the possible outcomes, and probability that the event will occur.  For example, a 50% chance that the vendor will delay release of the patches to the software, which will result in schedule delays of between 30 – 60 days.

· Identify risk symptoms or triggers that will indicate the risk is now a fact.

We began our risk management process with a list of assumptions documented during the preparation of the risks listed in Table 2.
Analyze Risks: The assigned risk owner assesses the risk in terms of cost/budget, schedule, and product quality. Risk analysis involves evaluating risk and risk interactions to assess the range of possible project outcomes.  The intent is to identify which risk events warrant a mitigation strategy.

To analyze risk, it is important to understand various stakeholders’ risk tolerance.  Typically, this involves ascertaining the tradeoffs between scope, schedule, budget, and quality.  In addition, stakeholder risk tolerance may change as the project progresses.  In this step, we determine impact, probability, and time of occurrence of each risk using a decision metric such as the one provided in Figure 1-2. 
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Figure 1-2. Each Risk is Assigned a Value for Impact, Probability, and Timeframe

The next step will involve the risk owners determining a priority for each risk using the Risk Priority Selection Matrix illustrated in Figure 1-3. 

Lower priority risks are those that are acceptable and require little if any mitigation.  Highest priority risks are those that are unacceptable and have the greatest potential impact. We then conduct a final management review of the analyzed risks to validate the analysis parameters.

[image: image5.wmf]Implement Mitigation

Project Risk Management Process

Assess

Assess

·

Identify Risks

·

Analyze Risks

·

Baseline Risks

Plan

Plan

·

Develop Mitigation

Plans

·

Develop Contingency

Plans

Control

Control

·

·

·

Monitor Risk Status

Plans

Conduct Risk Review

Meetings

·

Implement

Contingency Plans

Reevaluate Risks

Reevaluate Risks

Implement Mitigation

Project Risk Management Process

Assess

Assess

·

Identify Risks

·

Analyze Risks

·

Baseline Risks

Plan

Plan

·

Develop Mitigation

Plans

·

Develop Contingency

Plans

Control

Control

·

·

·

Monitor Risk Status

Plans

Conduct Risk Review

Meetings

·

Implement

Contingency Plans

Reevaluate Risks

Reevaluate Risks


            Figure 1-3. Risk Priority Selection Matrix Used to Prioritize Mitigation Efforts 
For purposes of this project, the impact of the risk factor or event will be determined based on a careful examination of the risk analysis as conducted by the risk manager, or a delegated representative.  The DOE and Team IBM project managers will review the risk analysis to verify that Departmental and project objectives are fully considered.

The risk analysis will provide:

· Opportunities to pursue – that is, changes to the project plan which will benefit the organization.

· Threats to respond to – that is, specific risks that require a mitigating response.

· Opportunities to ignore – that is, opportunities that will not result in a material impact in the success of the project.
· Threats to accept – that is, specific risks that are of insufficient magnitude to require a risk response.
Baseline Risks: The next step is to describe the risk, the triggering event(s), and related risk factors determined during the Analysis phase.  The identified risk manager will record and track Risk Management Objectives. We will use a simple spreadsheet during our initial SBS risk management strategy sessions.

Initial Risks and High Level Mitigation Strategies - We identified a preliminary set of risks associated with the DOE ISBS in Table 2. These candidate risks and others will be considered in the risk management identification step.  The spread sheet below will be used to identify and list all risks associated with the ISBS project.
	ISBS

No.
	Major Critical Activities
	Risk to Cost, Schedule, and Performance
	Rating

(Cost Schedule

Performance)/Risk Owner
	Mitigation Strategies

	1
	DOE Budget Office Involvement 
	All the stakeholders (across different functions/ organizations) needed for decision  making /steering/approval/reviews may not be available/accessible—scheduling and other conflicts

The stakeholders may have conflicting interests and may elect not to engage in this effort.
	High 

Ed Golden
	Involve DOE management at the appropriate level to achieve buy-in or consensus for participation

	2
	Extremely aggressive timeline to complete the SBS Design 


	Baseline results in Poor customer satisfaction, due to insufficient fit-gap analysis and organizational change management (OCM) from  the July 30, 2004 SW availability date (best case) to September 30, 2004 (three months vice the eight to ten months it typically takes for an effort of this size).
	High
Ed Golden
	Move the SBS Design Baseline completion date to November 30, 2004.  This allows the risk of unavailable personnel in the summer months to be mitigated.  While achieving November 30, 2004, is still an accelerated schedule, it allows two more months for the critical OCM and analysis effort.  



	3
	Poor customer/stakeholder satisfaction.
	Due to competing initiatives (STARS, DWH and MEO all have to be in place by September 30, 2004) will prevent SBS from receiving the personnel resources it needs, resulting in an inadequate assessment of the software’s fit and gaps and ineffective OCM.
	High
ED Golden/

Jonathan Powell
	Efforts to frontload the SBS schedule are largely unviable because the analysis work cannot start until the SW is purchased.  If everything goes according to plan, the SW is purchased June 30, 2004.  It then must be installed in an environment where it can be tested and then subsequent evaluation work can be done.  The procurement of the HW can take anywhere from one week to three months, depending on the status of funding.  In the best case scenario, if HW is purchased 1 week after the SW is selected, it takes another week to deliver it, and another 2 weeks to install the SW onto the HW, test it and make it available for evaluation, and a total of another month will be required.  This is the best case scenario, with alternatives running longer.  Under the best case scenario, two months (August and September) would be left for OCM work and fit gap analysis.  Crashing the schedule will not work because even if more workshops could be held in parallel, during the summer months, many people are away, so the participation would be not be at the level required for  the SBS Design Baseline completion date to November 30, 2004.  This allows the risk of unavailable personnel in the summer months to be mitigated.  While this is an accelerated schedule, it still allows two more months for the critical OCM effort.  

	4.
	Lack of availability of federal resources during the summer months.  


	The summer is traditional a high volume period for leave.  Key resources may not be available to participate in workshops and other key events.
	Ed Golden/

Jonathan Powell

High
	See Above

	5.
	Funding
	Insufficient funding for SBS hardware


	Ed Golden
High
	See Above

	6.
	Identify Champion(s)
	To improve “buy in” from stakeholders it is recommended to identify champion(s) from HQ Budget Office and possibly Field Offices
	Medium

Ed Golden
	Need to identify positive and constructive champion(s) for ISBS project. 

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Table 2 Risk Identification List
Risk Planning 

Mitigation Plan: Risk mitigation plans identify the activities that have been planned to reduce the probability of the occurrence of a particular risk and/or to minimize the adverse impact of the occurrence of a particular risk.  Decision-makers recognize that risk is inherent in any project and that effective risk management increases the likelihood for favorable outcomes. Because of its size and complexity, the ISBS project has a significant potential for not meeting DOE business objectives.  Our Risk Management Plan documents roles and responsibilities, strategy and approach, processes, tools, and a reporting mechanism that will be used to manage risk. Our approach to risk mitigation is documented as part of our risk management methodology which will address the practice of considering different mitigation strategies such as avoid, transfer, assume, control, or eliminate the risk drivers.

Contingency Plan:  DOE and Team IBM will implement the appropriate Contingency Plans when a risk becomes a problem or another triggering event occurs. We will review each plan with appropriate DOE and IBM stakeholders to gain their support before implementation, and revise the project schedule as necessary. In general, risk mitigation processes involve development of detailed contingency plans and include some of the following activities:
· Identification of potential failure points for each risk event or threat that must be responded to.

· For each failure point, document the “trigger event” that would raise a “flag” indicating that the event or factor has occurred or reached a critical condition.

· For each failure point, provide alternatives for a technical or business process fix, technical work-around, or business work-around.

· Identify necessary resources such as end-users, technical personnel, management personnel, production personnel and/or necessary equipment.

· Define emergency notification and escalation procedures, if appropriate.

· Develop contingency plan training materials, if appropriate.

· Practice execution of a contingency plan, if appropriate.

· Review and update contingency plans if necessary.

· Publish the plan(s) and distribute the plan to management and those directly involved in executing the plan.

Risk Control 

Monitor Risk Status: This is an ongoing task that provides for the continuous tracking of risks. Monitoring activities will be supported by the IBM Risk Management Team, supporting software tools and previously defined metrics and triggering events to identify changes in status of risk parameters or risk drivers. As project activities are conducted and completed, risk factors and events will be monitored to determine if in fact trigger events have occurred that would indicate the risk is now a reality.

Based on trigger events that have been documented during the risk analysis and mitigation processes, the project risk manager, DOE or Team IBM project managers will have the authority to enact contingency plans as deemed appropriate.

The project risk manager will maintain paper copies and electronic copies of the project risk mitigation and contingency plans. 

Conduct Risk Review Meetings: On a monthly basis we will conduct risk management meetings that review the status of documented risks and encourage the identification of new risks. The updated status of risks will be documented in the Risk Management tracking tool.  If we are identifying risk for the first time we will input them into the weekly status report. We will report the status of high-priority risks to management on a frequent and regular basis. Risks will be tracked to monitor the status, performance and cost/benefit of risk handling activities. Indicators and metrics related to risk tracking (e.g., cost, schedule, and quality) will be collected. Review of risk mitigation actions will occur on a defined, recurring interval and reported in monthly project status reports and at quarterly executive project status briefings.

5. Risk Analysis Report
The risk analysis report will document all individual risk identified, a mitigation strategy and action items  that need to be completed.  A process owner will be identified and each risk will be signed off by the DOE and IBM Project Manager.  All Risk documentation will adhere to the following format:
Risk Analysis Report

	Date.
	06/11/02 (Update 9/25/02)
	Document ID:
	SBS #/Risk ID #


	Describe Risk


	Describe possible outcomes that have been identified: 




	Risk Symptom or Trigger
	Event Horizon (expected timing if known)

	
	

	
	

	
	


	Quantification of Impact: 


Type of Impact:

	Scope:   FORMCHECKBOX 

	Schedule:   FORMCHECKBOX 

	Budget:   FORMCHECKBOX 

	Quality:   FORMCHECKBOX 



Classified As:

	Opportunity to Pursue:  FORMCHECKBOX 

	Threat to Respond To:  FORMCHECKBOX 


	Opportunity to Ignore:  FORMCHECKBOX 

	Threat to Accept:  FORMCHECKBOX 



	Response/Mitigation Strategy and Comments: 


Risk Identification and Evaluation Review and Sign-off:

	DOE Project Manager:      

Signature
Date
	 FORMCHECKBOX 
 Approved as is

 FORMCHECKBOX 
 Approved pending noted changes

 FORMCHECKBOX 
 Not Approved


	Team IBM Project Manager:      

Signature
Date
	 FORMCHECKBOX 
 Approved as is

 FORMCHECKBOX 
 Approved pending noted changes

 FORMCHECKBOX 
 Not Approved


6. Processes to Address Immediate Unforeseen Risks

· The individual identifying the risk will immediately notify the project risk manager, DOE and Team IBM project managers. The individual notified will assess the risk situation.

· If required, the project risk manager, DOE and Team IBM project managers will identify a mitigating strategy, and assign resources as necessary.

· The project risk manager will document the risk factor and the mitigating strategy.
7. Quality and Risk Management

It is imperative that DOE and the IBM have a quality risk management program. When applicable or deemed necessary we will employ IBM’s government practice’s Quality and Risk Management team (Q&RM team) value-added quality and risk management services. The Q&RM team function is based on the principle of global portfolio risk management and local ownership of Q&RM processes. The Q&RM team will help the SBS project manage risks and deliver high quality client services throughout the project. The Q&RM staff function is to oversee our high risk projects and recommend solutions to enhance our management team.

8. Types and Allocation Processes for Reserves

No special reserve funds have been allocated for risk management.

9. Risk Procurement Processes 

Risk Procurement processes will not be necessary for this project.

10.  Associated Documents

· Assumptions and Constraints Document

· Risk Factors and Events Document

· Contingency Plans
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Impact


Probability


Time-frame





High


Significant disruption to the project is likely


Occurrence very likely


Near-Term (< 30 days)





Medium


Delays or additional work likely


Likely


Mid-Term (30 to 90 days)





Low


Delays or additional work can be contained


Not likely


Far-Term (> 90 days)
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